
MATH 253: CRACK RSA

DAN YASAKI

Be a Bad Guy

I have encrypted one of the answer to the RSA question on Test 3, using public key
N = 1911479277189866096892294666314546498129862462766673548641885036388072607

034367990587762013651351612781342582961281092000467029129845687528003302

21777752773957404540495707851421041

e = 65537

I tried to email this to Agent X, who proofreads my tests, but the message was accidentally
posted to our class website. It is your turn to be the Bad Guy. You are not the intended
receiver, here is a chance to try out your number theory kung-fu.

As a Bad Guy, you must decrypt the message. Once you succeed, you will get a list of
integers forming the decrypted message. Understanding the message at this point is easy.
Just chop each number into consecutive blocks of size 2, and each block corresponds to a
character in ASCII. Python allows you to convert from ASCII to text and back using chr
and ord.

The public key (N, e) and intercepted message are in a text file located at
http://www.uncg.edu/mat/faculty/d_yasaki/teaching/mat253/documents/secret/

yasaki.txt
where yasaki is replaced by your last name (all lowercase).

Good luck, and don’t get arrested. (Don’t worry. This is not a violation of the UNCG
Academic Integrity Policy.)
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